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International Leadership & Support 

NA Traceability Committee 
Co-Chairs:  
Win Baylies / BayTech Group 
Yaw Obeng / NIST 

Anti-Counterfeiting TF 
L: Win Baylies / BayTech 
L: Dave Brown / Intel 
L: Daryl Hatano / SIA 
L: Dave Huntley / Kinesis 

JA Traceability Committee 
Co-Chairs:  
Michio Honma / NEC Electronics  
Yasuji Nakamura / Yaskawa Electric  
Takafumi Nishibe / Covalent Material 

Anti-Counterfeiting TF 
L: Yoichi Iga/ NEC Electronics 
L: Andy Ohwada/ Adem 
L: Hideaki Ogihara/ MKS Japan

SIA Anti-Counterfeiting TF 
L: Daryl Hatano / SIA 
L: David Brown / Intel 

NASPO 
L: Graham Whitehead / NASPO 
L: David Brown / Intel 
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Meeting Information 

•  Recent meetings 
•  October 14, 2008 in San Jose, CA  (SEMI HQ Office) 

•  December 3, 2008 in Makuhari Japan (SEMICON Japan) 

•  Next meetings 
•  April 2, 2009 in Milpitas, CA (Sheraton-San Jose) 

•  July 16th, 2009 in San Francisco (SEMICON West) 
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Purpose 

•  Describe authentication process 

•  Ensure process is automated, reliable and secure 

•  Establish trusted identity of products 
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Standards 

Document # Topic Status 

T20-1108 Architectural Design Published—Currently Under Revision 

4487 Labeling Under Development 

4488 Authentication Service 
Communication 

Under Development 

4489 Authentication Service Body 
Qualifications 

Under Development 
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T20 Product Authentication Overview 
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Request 
Authentication CodeIf Trusted, Issue 

Authentication Code 
to BrandOwner

Request 
Termination of Code

Request Activation 
of Code

Request 
Deactivation of 

Code

Set Authentication 
State to Terminated

Set Authentication 
State to Inactive

Set Authentication 
State to Active

Request 
Registration

List ASB name (3-digit ID), 
URL Level of Certification, 

and Date of Registration on 
Registry Web Page and 

Advise ASB

Print Labels with Code, 
Place on Product, and 

Ship
Set Authentication 

State to Active

Periodically Renew 
Registration

Make any changes in ASB 
name (3-digit ID), URL, and 
Level of Certification, and 

Update Date of Registration 
on Registry Web Page and 

Advise ASB

If Desired,  Inspect ASB 
List to Determine if ASB 
is Adequately Certified 
and Obtain ASB URL

If Satisfied, Verify 
Authentication Code Advise InterestedParty 

whether Authentication 
Code is Valid or Not

BrandOwnerASBRegistryInterestedParty
Typical Product Authentication Cycle – State Diagram 
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Product Authentication 
State Diagram 
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T20 Information Model 
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Please contact Susan Turner (sturner@semi.org) for 
more information 

Questions / Comments? 
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